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Information Session - Objectives

1. Understand SCU’s Academic Integrity Framework and

• the 3 Tier Academic Integrity Breach Classification Types (Minor, Moderate, Major) 

• the Roles and Responsibilities of Markers, Unit Assessors, Academic Integrity Officers, Executive 
Deans

• What evidence supports a suspected breach

• How Penalties are Determined

• GenAI breaches – are they Minor, Moderate or Major?

2. Have viewed Case Examples (incl GenAI breaches)

3. Know how to review, consider and determine Student Appeals in AIMS using the Guide for Exec Deans 
The Appeals Process in AIMS

4. Know where to get more help

https://www.scu.edu.au/about/academic-portfolio-office-apo/academic-integrity-framework/
https://scu.t1cloud.com/T1Default/CiAnywhere/Web/SCU/Analytics/DashboardLayout?f=CASE.AICASES.DSH&h=5vxbrCKIi0&t=17169EC1&suite=PR&pagekey=20240613142454
https://www.scu.edu.au/media/secure/staff/academic-portfolio/documents/Guide-for-Exec-Deans-The-Appeals-Process-in-AIMS-3.10.23.pdf


Academic Integrity Framework

The University’s Academic Integrity Framework (supported by Policy) ensures clarity and consistent application
of Academic Integrity principles, aligned to sector best practice.

The Framework’s focus is on educative interventions for Minor Breaches, and applicable penalties for
Moderate and Major Breaches.

The key policies (and system) which inform and help us achieve a systematic and consistent approach to
addressing academic integrity are:

• Academic Quality Standards and Integrity Policy

• Student Academic and Non-Academic Misconduct Rules

• Academic Integrity Procedures 

• Academic Integrity Guidelines

• Academic Integrity Management System AIMS 

https://policies.scu.edu.au/document/view-current.php?id=329
https://policies.scu.edu.au/document/view-current.php?id=141
https://policies.scu.edu.au/document/view-current.php?id=337
https://policies.scu.edu.au/document/view-current.php?id=143
https://scu.t1cloud.com/T1Default/CiAnywhere/Web/SCU/Analytics/DashboardLayout?f=CASE.AICASES.DSH&h=5vxbrCKIi0&t=17169EC1&suite=PR&pagekey=20240613143047


The 3-Tiered Breach Classification System – Definitions & Examples

MINOR MODERATE MAJOR

Unintentional and can be 
reasonably considered as *part 
of the normal learning process

*part of normal learning process 
= has not yet completed 2 Terms 

of study with SCU

• Unacceptable Use of GenAI
• Poor referencing
• Not identifying direct quotations 

correctly
• Close paraphrasing
• Plagiarism
• Recycling

Unintentional but unacceptably 
negligent in the context of the 

*students opportunity to learn, 
and appropriately apply 

academic integrity principles

*already completed 2 Terms of 
study with SCU

Intentional or deliberately 
negligent including (but not 
limited to) contract cheating

• Unacceptable Use of GenAI
• Poor referencing
• Not identifying direct quotations 

correctly
• Close paraphrasing
• Plagiarism
• Recycling

examples of other Major breaches 
include:
• Misrepresentation
• Collusion
• Cheating
• Contract cheating
• Fabricating information (data for 

experiments)

Any of the examples under 
Minor and Moderate may 

constitute a Major breach if 
‘intentional or deliberately 

negligent’.



How the breach classification works - AIMS now Classifies Potential Breaches 
(based on definitions at Clause 21 & 25 of Academic Integrity Procedures)

MINOR

Unintentional and can be 
reasonably considered as part 
of the normal learning process

• Poor referencing
• Not identifying direct quotations 

correctly
• Close paraphrasing
• Plagiarism
• Recycling

1. Has the student completed their second 
Session or Term of study?

2. Does the student have: any Pre AIMS 
breaches; OR a Moderate or Major breach; OR 

two Minor breaches? has no more than one 
previous minor breach

3. Is there any reason to suspect the student 
has knowingly breached AI? 

No

POTENTIAL MINOR BREACH

POTENTIAL 
MODERATE 

/ MAJOR 
BREACH

No

No

Yes

Yes

Yes

Minor Breach – the three questions

https://policies.scu.edu.au/document/view-current.php?id=337


Roles and Responsibilities

Role Responsibilities

Marker

• Detect Breaches (where a Breach is detected, mark the task as usual, release feedback 

but do NOT release marks to student)

• Submit the Breach in AIMS (academic staff at offshore partners - email the suspected 

breach to your SCU Main Campus Unit Assessor (who will submit the breach in AIMS)

Unit Assessor

• Review Minor Breach in AIMS (if you agree it’s Minor, decide educative intervention & 

issue Minor Breach Notice. If Moderate/Major Breach - refer to AIO within AIMS).  May 

question student.

• Update marks (do this only following UA confirmation of Minor Breach (or AIO 

Determination of Moderate/Major Breach)

AIO (or Dean, Graduate Studies for HDR)

• Investigate Moderate/Major Breaches (if sufficient evidence exists, issue Allegation 

Notice. If not overturn)

• Determine Breach Classifications and Penalties (consider student response (if any) and 

using the Guidelines, decide on the breach classification and penalty, issuing the 

Determination Notice from AIMS)

Executive Dean

• Consider and Determine Student Appeals 

consider student Appeal, all evidence in AIMS, and decide in regard to the 

Allegation whether to sustain it (agree with AIO decision) and confirm or 

impose a lesser or greater penalty; OR  dismiss it (not agree with AIO decision), 

issuing the Appeal Determination Notice from AIMS.



AIMS Process Flowchart: The role of Markers, Unit Assessors, AIOs & Exec 
Deans



Key evidence 

➢ Turnitin Reports

• Assignment current view (this is a pdf of the Assignment showing similarity index match)

• Assignment originally submitted file (this is the word doc version of the Assignment submitted by student to Tii)

• Assignment Text-Only Report (this text-only Report is extremely useful to the UA and AIO as they can view and trace the matched text live link).

• AI Report from Turnitin (if any)

How to download the Turnitin Reports: In Grade Centre, select to open the ‘Similarity Report’, click on ‘Download and Information Tools’ setting, you can 
choose to download the 3 different versions of the student’s assignment. The 3 formats are essential for the UA/AIO in reviewing the suspected Breach.

➢Assessment Brief  (if applicable) what were students advised in writing about the use of GenAI for the Assessment Task? 

➢Assignment document properties check for author, creation date, edit time etc. open the original assessment in word format. Click FILE tab. Select 

“Info. Screenshot this. 

➢ Completed GenAI or General Checklist GenAI Practice Guide Signals of and How To Assess Unacceptable Use of GenAI OR Guide & Template Signals of 
a Breach & Record of Evidence for AIMS The checklist is preferred but you can use a condensed version of it, or just type information about evidence) 
into AIMS when uploading breach evidence.

➢ Record of Unit Assessor interview with student about the Assessment Task. Refer to Guide and Template for Unit Assessors email to Student

➢Any other evidence  e.g., screenshot of ‘a reference from reference list run through google search to check if legitimate/fake, or add comment and 
screenshot of paragraph/s from assignment that you believe are not the student’s own work. 

https://www.scu.edu.au/media/secure/staff/academic-portfolio/documents/GenAI-Practice-Guide---Signals-of--How-to-Assess-Unacceptable-Use-of-GenAI.pdf
https://www.scu.edu.au/media/secure/staff/academic-portfolio/documents/Guide--Template-Signals-of-a-Breach--Record-of-Evidence-for-AIMS.docx
https://www.scu.edu.au/media/scu-dep/about/documents/Guide-and-Template-for-Unit-Assessors-email-to-Student-3.10.23.docx


How Penalties are Determined 

The Academic Integrity Guidelines provide guidance on how to classify, and determine ALL Breaches (and how to decide the Penalties for Moderate/Major
breaches). For GenAI Breaches, additionally refer to the GenAI Practice Guide Signals of and How To Assess Unacceptable Use of GenAI.

Penalties are arrived at following a systematic approach (using the GenAI Practice Guide for any GenAI breaches) and the Academic Integrity Guidelines, tables
1-3.
➢ Table 1 to decide/confirm the ‘breach classification’ (Minor, Moderate or Major)
➢ Table 2 to decide the ‘severity’ of the breach – by considering the ‘extent’ and ‘impact’ of the breach.
➢ Table 3 to decide the penalty based on the ‘severity’ of the breach.

Table 1 Table 2 Table 3

https://policies.scu.edu.au/document/view-current.php?id=143
https://www.scu.edu.au/media/secure/staff/academic-portfolio/documents/GenAI-Practice-Guide---Signals-of--How-to-Assess-Unacceptable-Use-of-GenAI.pdf


GenAI Breaches – is it a Minor, Moderate or Major breach? 

A GenAI breach may be classified as Minor, Moderate or Major, depending on the breach classification criteria, see Academic Integrity Guidelines and then with consideration to how and to what extent
the GenAI was used. For example:

• If GenAI was used for only one element or some minor elements of the submission this might reasonably be considered a Moderate breach (i.e., similar to our definition of moderate breach for
plagiarism: “direct copying including close paraphrasing or copying from other sources without correct citation”).

• If GenAI was used to generate the entire assessment submission or significant parts of it, this might reasonably be considered a Major breach (i.e., as with our definition of a Major breach for
contract cheating in the Guidelines: “when a student submits work that has been completed for them by a third party”).

The following examples provide further guidance. ‘Unacceptable use of GenAI’ can relate to a breach where:

1. A student was prohibited from using GenAI in the Assessment Task, or

2. A student was permitted to use GenAI but has not appropriately acknowledged the use of such, or it is beyond the acceptable limit defined in the Assessment Task. 

As a general guide, in regard to (1) above, where a student was prohibited from using GenAI in the Assessment Task, but did so, it would be appropriate to classify as a Moderate breach. 

However, this would be dependent on the extent and how the GenAI was used. For example, if:

i. GenAI was prohibited but used to generate a minimal part of the assessment submission, a Moderate breach classification may be appropriate;

ii. GenAI was prohibited but used to generate the entire assessment submission or a significant part of it, a Major breach classification may be appropriate.

In contrast, in regard to (2) above, where a student was permitted to use GenAI but has not appropriately acknowledged the use of such, or it is beyond the acceptable limit defined in the Assessment Task, if
it relates to a breach by a student who has not completed two study terms and has no prior confirmed breaches, it may be appropriate to classify as a Minor breach (again dependent on the extent and how
the GenAI was used).



GenAI Breach Penalties – refer to the below guide
GenAI Practice Guide Signals of and How To Assess Unacceptable Use of GenAI

https://www.scu.edu.au/media/secure/staff/academic-portfolio/documents/GenAI-Practice-Guide---Signals-of--How-to-Assess-Unacceptable-Use-of-GenAI.pdf


Case Study 1: Minor Breach

Educational Experience
• Student is in their 2nd study term at SCU
• Student has had 1 previous Minor breach
The Tii report shows a match of 68% with:
• Recycling - 61% match to SCU submissions. In this instance the

student has recycled an assignment they submitted to another unit
(without any acknowledgement).

• Close paraphrasing - too close to the original wording
• Plagiarism - chunks of copied text without quotation marks
• Referencing - while not consistent with the style guide, referencing

has been used to acknowledge the use of others’ work. It is apparent
that this new student is attempting to practise AI via the inclusion of
in-text referencing.



Case Study 2: Moderate Breach

Educational Experience
• Student is in their 4th study term at SCU
• Student has had 1 previous minor breach

The Tii report shows a match of 53% with:
• Poor referencing – an attempt to acknowledge the use of others’ 

work, but incorrect and inconsistent  referencing. 
• Plagiarism – unreferenced copied text without quotation marks & no

referencing
• Close paraphrasing.



Case Study 3: Major Breach

Educational Experience
• Student is in their 8th study term at SCU
• Student has had 2 previous Minor AI Breaches
• Student has received educational intervention
The Tii report shows a match of 81% with:
• Close paraphrasing - too close to the original wording
• Plagiarism - chunks of copied text without quotation marks, the assessment is mostly made up of 

paragraphs of copied text including copied text without the use of quotation marks or referencing.



Case Study 4: GenAI (Minor Breach)

Students were permitted to use GenAI in the Assessment Task. This student used GenAI 

but did not appropriately ‘acknowledge’ or ‘reference’ the use of such. The Tii AI Report 

showed a score of 35%. The Marker noted the whilst the student was permitted to use 

GenAI, the student had not acknowledged or referenced the use of GenAI as required.

Referencing or acknowledging?

We refer to 'referencing' as a way to bring content generated by generative AI into your work for submission, in a similar way 

you would reference an idea or text from a scholarly source or Google.

We refer to 'acknowledging' as a way to describe how you have used generative AI in the process of creating a work for 

submission.

Principles for Referencing Generative AI

Currently, there are few guidelines around the rules of referencing the use of Generative AI. The library has some information 

for a variety of referencing formats. The APA 7th has guidelines around referencing generative AI (American Psychological 

Association, 2023) which may be helpful.

Educational Experience
• Student is in their 2nd study term at SCU
• Student has no previous Breaches

https://apastyle.apa.org/blog/how-to-cite-chatgpt


Case Study 5: GenAI (Moderate Breach)

Educational Experience
• Student was in their 3rd study term at SCU
• Student has no previous Breaches

Students were permitted to use GenAI in the Assessment Task. The student submitted their
Assessment. The Tii Similarity Index showed only 16% match to other sources but the Tii AI Report
indicated 84% probability score the submission had been generated by AI.

The UA noted advice from the Marker that the reference list was incomplete, only included
duplicates of some in text citations. On the UA questioning the student, he admitted to the UA
using AI tools, stating he did not copy/paste the answer instead, wrote what he could interpret
from the responses he got. The UA submitted the breach in AIMS selecting ’Unacceptable Use of
GenAI – where permitted but not acknowledged’. The AIO on review (and after issuing the
Allegation notice and reviewing the student’s response) determined a Moderate breach with
penalty opportunity to resubmit with maximum pass for the Unit on the basis the student had not
paraphrased sufficiently to make it his own work and this applied to a medium proportion of the
work, the GenAI usage was not appropriately acknowledged, the student was in their 3rd term at
SCU and therefore had already had the opportunity to learn how to practice academic integrity.



Case Study 6: GenAI (Major Breach)
Students were NOT permitted to use GenAI in the Assessment Task. The student submitted
their Assessment. The Tii AI Report showed a probability score of 89% the submission had been
generated by AI.

The UA noted advice from the Marker that the submitted work included in-text citation that did
not match the reference list, and terminology that was quite advanced and not yet discussed in
the Unit, the UA questioned the student who denied using AI. The UA submitted a breach in
AIMS selecting ‘GenAI Not Permitted’, along with the evidence noted above.

The AIO on review (and after issuing the Allegation notice and reviewing the student’s
response) determined a Major breach and FAIL for Unit penalty. This was on the basis the
student had submitted work almost entirely generated by AI when this was not permitted, and
the student had already completed 2 terms of study at SCU therefore having had the
opportunity to learn how to practice academic integrity. If this student had been within their
first two study terms, the penalty would most likely have been a zero for the task or opportunity
to resubmit for a max. of a pass for the Unit.

Educational Experience
• Student was in their 3rd study term at SCU
• Student has no previous Breaches



How to review, consider and determine Student Appeals in AIMS

Refer to the Guide for Exec Deans The Appeals Process in AIMS (under review but 
principles remain the same). 

https://scu.t1cloud.com/T1Default/CiAnywhere/Web/SCU/Analytics/DashboardLayout?f=CASE.AICASES.DSH&h=5vxbrCKIi0&t=17169EC1&suite=PR&pagekey=20240613142454
https://www.scu.edu.au/media/secure/staff/academic-portfolio/documents/Guide-for-Exec-Deans-The-Appeals-Process-in-AIMS-3.10.23.pdf


Resources

➢ Go to the SCU Academic Integrity Framework website for links to policy and procedures plus Guides for 
staff

➢ For advice on SCU Policy or the Student Appeals process please contact Dot Armstrong, Co-ordinator,
Academic Governance and Student Misconduct at dot.armstrong@scu.edu.au

➢ For information or discussion about a Student Appeal, please contact your Faculty Academic Integrity
Officer (AIO) or DAIO

➢ Join an AIMS drop in session. Open to all staff every Tuesday 10:30am throughout 2024. Click here to
join the meeting

➢ Go to the TEQSA events page. It has some great YouTube videos from experts (Phil Dawson, Rowen Harper 
et al) on GenAi https://www.teqsa.gov.au/about-us/news-and-events/our-events

https://www.scu.edu.au/about/academic-portfolio-office-apo/academic-integrity-framework/
mailto:dot.armstrong@scu.edu.au
https://teams.microsoft.com/l/meetup-join/19%3ameeting_ZjlmYmUwNGItNzNhYy00MzdmLWI5MTgtMTUwZWVhYjAzYzVh%40thread.v2/0?context=%7b%22Tid%22%3a%22f3e3c40b-f4e3-450b-85e4-4043e55ca004%22%2c%22Oid%22%3a%22db011297-cff6-48b1-906e-f6d86d390e49%22%7d
https://www.teqsa.gov.au/about-us/news-and-events/our-events

